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Abstract—This paper evaluates the uplink spectral efficiency
(SE) performance of a cell-free massive multiple-input-multiple-
output (MIMO) network under the attack of several distributed
jammers. The signal-to-interference-plus-noise ratio (SINR) for-
mula for the maximum-ratio-combining (MRC) receiver is ini-
tially derived for an arbitrary legitimate user-equipment (UE)
by considering the harmful impact of jammers. These jammers
target the access points (APs) during both training and data trans-
missions. Two power control methods are developed to improve
the SE performance, a max-min one aiming to ensure uniformly
good service for UEs, and a second method aiming to achieve pro-
portional fairness. The proposed system is compared with a single
cell co-located massive MIMO system, and with another cell-free
massive MIMO system including smart jammers, provided with
the legitimate UEs’ pilot signals. Simulation results demonstrate
the superiority of the proportional fairness power control com-
pared with the max-min fairness and the other scenarios under
the threat of jammers. The effect of the number of jammers and
their transmission power is further presented and analysed.

1. INTRODUCTION
Cell-free massive multiple-input multiple-output (MIMO) is

introduced as a promising technique to meet the high demands
of the future wireless networks in terms of spectral efficiency
and coverage [1]. The structure of the cell-free network in-
cludes distributing a large number of access points (APs) over
a wide area to jointly serve multiple user-equipments (UEs) in
the same time/frequency resource without using the limitations
of cells. A central processing unit (CPU) is additionally em-
ployed to manage the cooperation among the APs [1], [2].

The ability to completely exploit the space micro-diversity
and macro-diversity can enable the cell-free massive MIMO to
achieve a very high probability of coverage compared to that
of co-located massive MIMO [3], [4]. Similarly to the latter,
cell-free can still provide favourable propagation and channel
hardening properties, resulting in the mitigation of the inter-
user interference and offering higher spectral efficiency [5].
The simplicity of signal precessing is another merit of cell-free
systems, as local channel state information (CSI) is required at
the APs and low-complexity conjugated precoding is applied.
Therefore, only a limited information exchange between CPU
and the APs is needed. This results in a system with an ability
to scale up, and with a relatively low overhead [6].

In recent years, several aspects related to cell-free massive
MIMO have been actively studied, including performance anal-
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ysis, beamforming, power control and pilot designs [5]–[8].
However, physical layer security in cell-free massive MIMO
has not been well investigated, especially in the case of mul-
tiple jamming attacks. Although cell-free massive MIMO has
several advantages as mentioned above, it suffers during a
jamming attack when the attack occurs in the training phase.
As a result, the spectral efficiency (SE) of the massive MIMO
systems can be significantly degraded [9].

In the literature, there are some researches on the security
issue in the cell-free massive MIMO [10]–[12]. Two of these
works [10], [11] dealt with the presence of an active eaves-
dropper, which can be seen as a jammer transmitting disturbing
signals during the pilot phase to interfere the process of channel
estimation and to improve the precision of the wiretap. In
[12], the downlink spectral efficiency in the existence of an
active eavesdropper was derived and compared with that of
a passive eavesdropper, and an algorithm for transmit power
allocation for APs was developed to reduce the rate leaked into
the eavesdropper. However, all the aforementioned works [10]–
[12] included only a single eavesdropper. The authors of [13]
considered a single cell co-located massive MIMO network
with several jammers, where techniques for jammer detecting
and mitigating were developed based on random matrix theory.
A similar setup with distributed jammers was adopted in [14],
where the uplink SE was analysed and compared with that of a
single-user single-input multiple-output (SIMO) system within
different power control schemes. Unfortunately, the analysis
and the methods proposed in both [13] and [14] cannot be
extended to work in the cell-free massive MIMO.

In this paper, the uplink SE formula is derived for an in-
dividual UE in both a cell-free massive MIMO and a single
cell co-located massive MIMO under the attack of multiple
distributed jammers. This application is motivated by the fact
that distributed jammers are more difficult to find and suppress
than for a single jammer. Moreover, different comparisons are
provided for the SE performance of cell-free massive MIMO,
with and without smart jammers, to that of co-located massive
MIMO systems. These comparisons are made under an increas-
ing number of jammers while keeping their total power fixed.
It is further considered that the jammers are attacking the APs
in both training and data phases. The contribution of this paper
is summarised as follows:

1) A closed-form uplink signal-to-interference-plus-noise
ratio (SINR) formula is derived for the cell-free massive



MIMO. Furthermore, the SINR expressions are provided
for a single cell massive MIMO system and for cell-
free massive MIMO with smart jammers which know the
pilot signals. The minimum mean square error (MMSE)
estimator and the maximum-ratio-combining (MRC) re-
ceiver are employed in these derivations.

2) Based on the derived SINR, under the UEs’ quality of
service (QoS) constraints, two power control methods
are developed to maximise the minimum SINR and to
provide proportional fairness, respectively.

3) The uplink SE performance of an arbitrary UE in the cell-
free massive MIMO is compared with these of the co-
located massive MIMO and the case of smart jammers,
when a various number of jammers is considered.

Notations: boldface lower and upper case symbols refer to
vectors and matrices, respectively. (·)T , (·)∗ and (·)H indi-
cate transpose, conjugate and Hermitian transpose operators,
respectively. IN is a N × N identity matrix, and CN (·, ·)
is a circular-symmetric complex Gaussian distributed random
variable. Finally, the notation E{·} is the expectation.

2. SYSTEM MODEL

A cell-free massive MIMO system is considered including
M APs geographically distributed within the coverage area
to serve K legitimate UEs using the same time-frequency re-
source. Both APs and UEs are equipped with a single antenna.
It is assumed that each UE is served by all the APs in the
network. The APs are linked to a CPU via perfect fronthaul
links. It is further considered that J jammer devices are placed
in the network aiming to send artificial noise signals. Each one
of these jammers has a single antenna as well.

It is assumed that hmk is the channel coefficient from the
kth UE to the mth AP. Similarly, gmj is the channel coefficient
from the jth jammer to the mth AP. These channel coefficients
are independent and identically distributed circular-symmetric
complex Gaussian random variables, which means a model
of Rayleigh fading channel is invoked in this paper [15],
[16]. The channel responses hmk and gmj follow CN (0, βmk)
and CN (0, β̄mj), respectively, where βmk and β̄mj model the
large-scale components of the kth UE and the jth jammer, re-
spectively. In the two cases, the large-scale components include
both the path-loss and the shadowing. The channel realisations
hmk and gmj are independent, and also change independently
from one coherence interval to another.

A. Channel State Information Acquisition

Uplink and downlink transmissions are conducted via the
time division duplex (TDD) protocol. The coherence interval
under TDD protocol has a phase for uplink training in addition
to another two phases for uplink and download data transmis-
sions. During the uplink training phase, the channel estimation
is implemented in the APs by utilising the pilot signals sent
synchronously by the legitimate UEs. For a coherence interval
consisting of S symbols, B symbols are assigned for the
pilot phase. The remaining S − B symbols are kept for data

transmission. It is additionally assumed that B ≥ K, which
enables each UE to obtain its unique orthogonal pilot signal.
The pilot sequence of the kth UE is defined as qk ∈ CB×1.
The sequence of each UE is designed to be mutually orthogonal
with the sequences of other UEs, such that, qHk qk = 1 and
qHk qk′ = 0, where k 6= k

′
, k and k

′ ∈ {1, · · · ,K}. The pilot
vector obtained at the mth AP, yp,m ∈ CB×1, is expressed as

yp,m=

K∑
k=1

√
Bρp,k hmkqTk+

J∑
j=1

√
Bρ̄j gmjzTj +np,m, (1)

where ρp,k is the transmission pilot power of the kth UE. ρ̄j is
also the transmission power of jth jammer. np,m ∼ CN (0, σ2

p)
is the additive white Gaussian noise (AWGN) vector, received
during the training phase. Finally, zj denotes the attack signal
belonging to the jth jammer, transmitted during the pilot phase.
The jammers prefer to generate zj randomly so that zj ∼
CN (0, 1

B IB). This is necessary for the jammers to prevent the
APs from estimating zj , which is the case if zj is a deterministic
vector. It is further assumed that these attack signals have
independent realisation in every coherence interval.

To estimate the channel, hmt, belonging to a particular UE
t, yp,m is initially projected along qt to obtain the following,

cmt = yp,mq∗t ,

=
√
Bρp,t hmt +

J∑
j=1

√
Bρ̄j gmjzTj q∗t + np,mq∗t . (2)

The jammer-included MMSE estimate of hmt is given by [17]

ĥ JI-MMSE
mt =

√
Bρp,tβmt

Bρp,tβmt +
∑J
j=1 ρ̄j β̄mj + σ2

p

cmt. (3)

If the CPU does not know the existence of the jammers’ attack,
the mth AP estimates hmt in the following way

ĥmt =

√
Bρp,tβmt

Bρp,tβmt + σ2
p

cmt, (4)

which will be used in the rest of this paper. It should be noted
that hmt can be decomposed as hmt = ĥmt + εmt, where
εmt is the estimation error, which is uncorrelated with ĥmt
depending on the property of the MMSE estimation. Further-
more, both ĥmt and εmt can be represented as CN (0, θmt) and
CN (0, βmt − θmt), respectively, where θmt is defined as [17]

θmt =
Bρp,tβ

2
mt

Bρp,tβmt + σ2
p

. (5)

B. Uplink Data Transmission

Following the training phase, allK legitimate UEs send their
data to the APs. However, the jammers aim to interfere legiti-
mate UEs’ data signals through sending disturbing signals. The
received signal at the mth AP is modelled as

yu,m =

K∑
k=1

√
ρu,k hmkxk +

J∑
j=1

√
ρ̄j gmjsj + nu,m, (6)

where u indicates uplink data transmission. xk is the trans-
mitted symbol by the kth UE, and sj is the Gaussian signal
transmitted by the jth jammer which creates worst-case inter-
ference. Both xk and sj are assumed to have zero mean and unit
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variance. ρu,k is the uplink transmission power by the kth UE.
nu,m is the uplink AWGN, and is assumed to be CN (0, σ2

u).
In order to decode the signal of the tth UE, xt, the mth AP

multiplies the received signal yu,m by the decoding coefficient,
amt. The quantity obtained from the decoding processing for
the tth UE at the mth AP is forwarded to the CPU through the
fronthaul network. A similar decoding process is fulfilled by all
other APs. Finally, the CPU receives the following signal

ru,t =

M∑
m=1

a∗mtyu,m =

M∑
m=1

a∗mt(
√
ρu,thmtxt

+

K∑
k=1,
k 6=t

√
ρu,khmkxk +

J∑
j=1

√
ρ̄jgmjsj + nu,m) . (7)

By including the worst-case Gaussian method [18], the pro-
cessed signal in (7), ru,t, can be decomposed as

ru,t = DStxt + IS1xt +

K∑
k=1,
k 6=t

IS2xk +

J∑
j=1

JStsj + NSt, (8)

where

DSt =
√
ρu,t E

[
M∑
m=1

a∗mthmt

]
, (9a)

IS1 =
√
ρu,t

(
M∑
m=1

a∗mthmt − E

[
M∑
m=1

a∗mthmt

])
, (9b)

IS2 =
√
ρu,k

M∑
m=1

a∗mthmk, (9c)

JSt =
√
ρ̄j

M∑
m=1

a∗mtgmj , (9d)

NSt =

M∑
m=1

a∗mtnu,m. (9e)

Among the terms of (8), (9a) denotes the desired signal,
while (9b) and (9c) are the effective interference. The signals
from the J jammers are represented by (9d). (9e) is the effective
noise which is uncorrelated with the desired signal. By con-
sidering the worst-case uncorrelated noise having a variance
similar to that of the effective noise [18], the effective SINR
for the tth UE can be given by

SINRt=
|DSt|2

E[|IS1|2]+
∑K
k=1,
k 6=t

E[|IS2|2]+
∑J
j=1 E[|JSt|2]+E[|NSt|2]

.

(10)
The sum uplink SE can be represented by

RT = (1− B

S
)

K∑
k=1

log2(1 + SINRk). (11)

C. MRC Receiver

In this subsection, the MRC detection is used, in which,
amt is considered as ĥmt. After calculating the variances and
expectations in (10), the SINR formula can be rewritten as in
(12), at the top of the next page. The derivation of (12) can be

found in Appendix A. In the case of setting the jammers’ power
coefficients ρj , ∀j ∈ {1, · · · , J} to zero, the SINR formula in
(12) will coincide1 with the uplink SINR expression of cell-free
massive MIMO obtained in (Equation (27), [2]).

3. ADDITIONAL SCENARIOS
In this section, two new scenarios are introduced for com-

parison purposes. That includes the co-located massive MIMO
and the cell-free massive MIMO with smart jammers.

A. Co-located single cell massive MIMO

All APs in this scenario are assumed to be co-located. The
SINR formula of the single cell co-located massive MIMO
is deduced from the cell-free massive MIMO. Due to the
distributed structure of the transmitting antennas in the cell-free
massive MIMO, βmk 6= βm′k and θmk 6= θm′k, for m 6= m

′
.

However, this is not the case in the co-located massive MIMO,
in which, βmk = βm′k , βk and θmk = θm′k , θk, for
m 6= m

′
. Consequently, the SINR expression for the co-located

massive MIMO of the tth UE can be written as in (13). Once
again, if the jammers’ power are set to zero, (13) precisely
matches the uplink lower bound SINR expression for a single
cell co-located massive MIMO obtained in (Chapter 3, [18]).

SINRCOt =
ρu,tMθt∑K

k=1 ρu,kβk +
∑J
j=1 ρ̄j β̄j + σ2

t

(13)

B. Cell-free massive MIMO with smart jammers

In the system model previously presented in Section II, all
jammers affected all pilot signals uniformally as shown in (1).
In this subsection, a new scenario is considered, in which there
are B smart jammers, and these jammers are provided with
the pilot signals. All jammers are located in the same place in
the network. Furthermore, every jammer is designed to target
one of the legitimate UEs’ pilot signals through sending a
corresponding pilot sequence during the training phase. As a
result, the formula in (2) can be rewritten as

cmt =
√
Bρp,t hmt +

√
Bρ̄j gmj + np,mq∗t . (14)

By considering the MRC detection, the SINR for the tth UE
can be obtained from (Equation (27), [2]). The reason is that the
jth smart jammer transmitting the same pilot of the tth UE has
an equivalent impact to the one of the pilot contamination in
cell-free massive MIMO resulting from a UE sharing the pilot
with UE t. Consequently, the effective SINR expression for the
tth UE can be expressed as shown in (15).

4. POWER CONTROL DESIGN
An optimal design for both pilot and data power coefficients

is presented in this section to improve the SE performance.
The power control design is performed for the legitimate UEs
in the cell-free massive MIMO network by utilising the MRC
detection and under the impact of the jammers. As the CPU
achieves power control, the CPU needs to know the powers of

1The impact of pilot contamination should be ignored while comparing
(12) with (equation (27), [2]), as the pilot reuse is not considered in this paper.
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SINRt =
ρu,t(

∑M
m=1 θmt)

2∑K
k=1 ρu,k

∑M
m=1 θmtβmk +

∑J
j=1 ρ̄j

∑M
m=1 θmtβ̄mj +

∑M
m=1 θmtσ

2
t

(12)

SINRSJt =
ρu,t(

∑M
m=1 θmt)

2

ρ̄j(
∑M
m=1 θmt(β̄mj/βmt))

2 +
∑K
k=1 ρu,k

∑M
m=1 θmtβmk +

∑M
m=1 θmtσ

2
t

(15)

the jammers’ received signals. These powers can be estimated
while the legitimate UEs remain silent [19]. Two optimisation
problems are considered for the power control. The first one
is the max-min, that aims to maximise the minimum SINR
for all UEs, thereby providing all UEs with uniform good
service, irrespective of their geographical locations. A second
problem is further developed, which is proportional fairness,
aiming to maximise the product of UEs’ SINRs. Both these
two problem require the closed-form SINR formula, which has
been previously provided for the cell-free massive MIMO. The
first problem of power control is given by

P1 : max
ρp,k,ρu,k,∀k

ζ, (16)

s.t.
ζ

SINRk
≤ 1 ∀k,

Bρp,k + (S −B)ρu,k
ET

≤ 1 ∀k.

In (16), ζ is an auxiliary coefficient, and is designed so that,
SINRk ≥ ζ, ∀k. Specifically, ζ represents the SINR threshold
which should be met by all UEs. ET is the value of the total
energy consumed within a single coherence interval.

The second problem is proportional fairness. This is equiva-
lent to maximising the sum SE when the SINRs are much larger
than 1. The formulation of this problem can be expressed as

P2 : max
ρp,k,ρu,k,∀k

K∏
k=1

µk, (17)

s.t.
µk

SINRk
≤ 1 ∀k,

Bρp,k + (S −B)ρu,k
ET

≤ 1 ∀k.

µk is an auxiliary coefficient for the kth UE.
Both problemsP1 andP2 are geometric programs (GP) [20].

The CVX package, which is a Matlab-based modelling system
for convex optimisation, is used to solve these problems [21].

5. SIMULATION RESULTS

In this section, the SE performance of cell-free Massive
MIMO with the proposed power control designs is evaluated
through simulation results and compared with different sce-
narios. The cell-free network is deployed in a 250 × 250 m2

squared area. The APs, UEs and jammers are randomly and
uniformly located in the defined area. It is assumed that M =
64 and K = 12. Each one of APs, UEs and jammers are
equipped with a single-antenna. The UEs are served by all
APs in this network. The third generation partnership project
(3GPP) standard is utilised to model the large-scale fading,
βmk [22]. According to this standard, the path-loss is 148.1 +
37.6 log10 dmk (dB), where dmk denotes the distance from the
mth AP to the kth UE calculated in km. The large-scale fading

βmk is then modelled as βmk = −148.1−37.6 log10 dmk+zmk
(dB), where zmk symbolises the shadow fading which has a
lognormal distribution, and can be given by 10 log10(zmk) ∼
CN (0, σ2

shad). The same large-scale model is used for β̄mj .
Unless otherwise mentioned, the other parameters are set

as, σ2
shad = 8 dB, noise variance for both σ2

p and σ2
k is −96

dBm. The coherence block, S = 200, and the pilot block
lengths, B = 12. The total energy per one coherence block is
ET = 40W, which means that the transmission power for pilots
and data, ρp,k = ρu,k = 200 mW ∀k, in the case of full power
transmission. The total transmission power for all jammers is
3.5W, and this power is distributed uniformally among the J
available jammers. For instance, if J = 5, then ρ̄j = 0.7W ∀j,
and if J = 3, then ρ̄j is 1.17W ∀j. This applies to the case
of smart jammers too, in which J = 12. In addition, all the
aforementioned parameters apply to the scenario of co-located
massive MIMO. For all simulation results, the simulation has
iterated for 1000 times, where the locations of the APs, jam-
mers and UEs changed in each iteration.

Fig. 1: CDF of uplink SE per UE for a cell-free massive MIMO
(K = 12 andM = 64), and for a single cell co-located massive
MIMO (K = 12 and M = 64).

Fig. 1 presents the cumulative distribution function (CDF)
of the uplink SE per UE in the cell-free massive MIMO under
the effect of various numbers of distributed jammers. Further
two scenarios are included, the co-located massive MIMO and
the cell-free with smart jammers. The simulation results clearly
show that the SE performance of the cell-free is better than that
of the co-located massive MIMO. For instance, a UE in cell-
free system with 5 jammers can achieve a SE over 5 bit/s/Hz
with probability 0.3. However, a UE in co-located massive
MIMO can only reach a similar SE with much less probability
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Fig. 2: CDF of uplink sum SE of a cell-free massive MIMO
(K = 12,M = 64 and J = 5), and with J = 12 for the smart
jammers case.

(around 0.05). For the full power case, although a fixed total
power is utilised for all jammers regardless of how many they
are, applying more jammers sharing this power will degrade the
SE of UEs. This is due to that having more jammers increases
the probability that each AP can have a nearby jammer, and
this increases the jamming interfering power. In addition, the
impact of the number of jammers is more significant in the cell-
free system than that in the co-located system.

The performance of cell-free with smart jammers is mostly
worse than that with 5 passive jammers with probability 0.9.
As for each UE in the case of smart jammers, there is one
jammer contaminating its channel estimate, causing a similar
impact to that of pilot contamination resulting from pilot reuse.
Finally, it can be seen that the proportional fairness improve the
SE performance compared with the full power. The max-min
fairness, however, provides poor SE compared with both the
proportional fairness and the full power cases. Because in each
realisation, one UE could have very low SINR due to jammers,
which leads to low SINR for all other UEs.

The CDF of the uplink sum SE is further plotted in Fig. 2
for the cell-free massive scenario only. The performance of
the proportional fairness is significantly better than the one
of max-min fairness, as the aim in the proportional fairness
is to improve the product of UEs SINR values, which is
almost equivalent to maximising the sum SE. The max-min
fairness presents another weak performance as if a UE is highly
affected by the jamming attack causing low SINR, this will
have negative impacts on the SINR of other UEs where they
need to achieve the same poor SINR of the first unfortunate
UE. Additionally, the performance of proportional fairness
outperforms that of the full power with the same number of
jammers. However, the full power case with 5 jammers is only
able to outperform the smart jammers with probability 0.3.

Finally, Fig. 3 shows the impact of changing the jammer
transmission power (ρ̄j) on the uplink sum SE for both cell-
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Fig. 3: The uplink sum SE versus jammer transmission power.

free and co-located massive MIMO networks. The power for
all jammers is changed from −20 to 50 dBm in this figure.
It can be noticed that before 0 dBm, changing the power has
a minor impact on the sum SE for the co-located and cell-
free massive MIMO with 5 passive jammers. Following that,
the jammers start to considerably affect the sum SE. Under
the smart jammers attack, the sum SE of the cell-free network
continues to deduce while the power increases from −20 dBm.
As a final finding, at ρ̄j = 45 dBm, the sum SE with 5
passive jammers will be equivalent to its counterpart of the
smart jammers. This is due to the more severe impact that
the smart jammers have on the SINR performance compared
with that of the passive jammers, as shown in equations (12)
and (15). Consequently, a number of passive jammers with
sufficient power is needed to have the same impact on a UE
SE to that of one smart jammer.

6. CONCLUSION
In this paper, the uplink SE performance of a cell-free

massive MIMO network has been evaluated in the presence of
multiple distributed jammers. The SE has been compared with
that of a UE in a single cell co-located massive MIMO. It was
further compared with the SE of a UE in a cell-free system
having smart jammers, in which each jammer individually
contaminates one legitimate UE’s channel estimate, as these
jammers are supplied with all UEs’ pilot signals. Further-
more, the SINR expressions for the above three scenarios have
been derived in closed-forms by invoking the MRC detector
and MMSE estimator. The simulation results demonstrated
that cell-free massive MIMO outperforms co-located massive
MIMO under the attacks of jammers. In addition, by comparing
with the smart jammers scenario, the cell-free system with 5
passive jammers could achieve a better sum SE with probability
0.3. In order to enhance the SE, two designs for both pilot and
data power coefficients were developed, with the aim to max-
imise the minimum SINR and to provide proportional fairness,
respectively. The proportional fairness method demonstrated
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a strong ability to increase the SE per UE and the sum SE
compared with the full power case. On the other hand, the
max-min fairness failed to provide good SE performance, as
when a UE is highly affected by the jamming interference, a
low SINR is obtained which reduces the uplink SE and the sum
SE. Moreover, by changing the passive jammers’ power, it has
been shown that over 0 dBm is required to obtain a significant
impact on the sum SE. However, this was not the case for the
smart jammers which their harmful impacts started earlier than
0 dBm. Finally, at ρ̄j = 45 dBm, the sum SE with 5 passive
jammers had the same SE of the smart jammers case.

APPENDIX

A. Derivation of (12)
This appendix includes the derivation of the SINR formula in (12).

The expectation terms in (9a)-(9e) can be computed as:
1) Calculating DSt: By depending on the properties of the MMSE

estimation, ĥmt and εmt are independent, thus, DSt can be
reformulated and computed as

DSt =
√
ρu,t E

[
M∑

m=1

ĥ∗
mt(ĥmt + εmt)

]

=
√
ρu,t

M∑
m=1

E[ĥ∗
mtĥmt] =

√
ρu,t

M∑
m=1

θmt. (A1)

2) Calculating E[|IS1|2]: By applying the properties of variance of
random variable, and by utilising the result of (A1), it can be
demonstrated that

E[|IS1|2] = ρu,tE
[∣∣∣∣∣

M∑
m=1

ĥ∗
mthmt − E

[
M∑

m=1

ĥ∗
mthmt

] ∣∣∣∣∣
2]

= ρu,t

M∑
m=1

(
E
[∣∣ĥ∗

mthmt

∣∣2]− ∣∣E [ĥ∗
mthmt

] ∣∣2)
= ρu,t

M∑
m=1

(
θmt

(
βmt − θmt

)
+ 2θ2mt − θ2mt

)
= ρu,t

M∑
m=1

θmtβmt. (A2)

3) Calculating E[|IS2|2]: As ĥmt and hmk are independent when
t 6= k, and through following steps similar to those of (A2),
E[|IS2|2] can be computed as

E[|IS2|2]=ρu,k

M∑
m=1

E
[∣∣ĥ∗

mthmk

∣∣2]
=ρu,k

M∑
m=1

E
[∣∣ĥ∗

mt

∣∣2]E [ĥ2
mk + ε2mk

]
=ρu,k

M∑
m=1

θmt(θmk+βmk−θmk)=ρu,k

M∑
m=1

θmtβmk.

(A3)

4) Calculating E[|JS|2]: Similar steps to those used to derive (A2)
can be employed her to prove that

E[|JS|2]=ρ̄j

M∑
m=1

E
[∣∣ĥ∗

mtgmj

∣∣2]
=ρ̄j

M∑
m=1

E
[∣∣ĥ∗

mt

∣∣2]E [∣∣gmj

∣∣2]=ρ̄j M∑
m=1

θmtβ̄mj .

(A4)

5) Calculating E[|NSt|2]: It can be shown

E[|NSt|2]=

M∑
m=1

E
[∣∣ĥ∗

mt

∣∣2]σ2
t=

M∑
m=1

θmtσ
2
t . (A5)

By combining (A2), (A3), and by substituting the results along all of
(A1), (A4) and (A5) into (10), the SINR formula in (12) is obtained.
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